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§ 158.9 Categories of information that
require review before declassifica-
tion: Department of the Navy sys-
tems.

The following categories of Navy in-
formation shall be reviewed systemati-
cally for declassification by designated
DoD reviewers in accordance with this
part.

(a) Naval nuclear propulsion informa-
tion.

(b) Conventional surface ship infor-
mation:

(1) Vulnerabilities of protective sys-
tems, specifically:

(i) Passive protection information
concerning ballistic torpedo and under-
bottom protective systems.

(ii) Weapon protection requirement
levels for conventional, nuclear, bio-
logical, or chemical weapons.

(iii) General arrangements, drawings,
and booklets of general plans (applica-
ble to carriers only).

(2) Ship-silencing information rel-
ative to:

(i) Signatures (acoustic, seismic, in-
frared, magnetic (including alternating
magnetic (AM)), pressure, and under-
water electric potential (UEP)).

(ii) Procedures and techniques for
noise reduction pertaining to an indi-
vidual ship’s component.

(iii) Vibration data relating to hull
and machinery.

(3) Operational characteristics re-
lated to performance as follows:

(i) Endurance or total fuel capacity.
(ii) Tactical information, such as

times for ship turning, zero to max-
imum speed, and maximum to zero
speed.

(c) All information that is uniquely
applicable to nuclear-powered surface
ships or submarines.

(d) Information concerning diesel
submarines as follows:

(1) Ship-silencing data or acoustic
warfare systems relative to:

(i) Overside, platform, and sonar
noise signature.

(ii) Radiated noise and echo response.
(iii) All vibration data.
(iv) Seismic, magnetic (including

AM), pressure, and UEP signature data.
(2) Details of operational assign-

ments, that is, war plans, antisub-
marine warfare (ASW), and surveil-
lance tasks.

(3) General arrangements, drawings,
and plans of SS563 class submarine
hulls.

(e) Sound Surveillance System
(SOSUS) data.

(f) Information concerning mine war-
fare, mine sweeping, and mine counter-
measures.

(g) ECM or ECCM features and capa-
bilities of any electronic equipment.

(h) Torpedo information as follows:
(1) Torpedo countermeasures devices:

T–MK6 (FANFARE) and NAE beacons.
(2) Tactical performance, tactical

doctrine, and vulnerability to counter-
measures.

(i) Design performance and func-
tional characteristics of guided mis-
siles, guided projectiles, sonars, radars,
acoustic equipments, and fire control
systems.

§ 158.10 Categories of information that
require review before declassifica-
tion: Department of the Air Force
systems.

The Department of the Air Force has
determined that the categories identi-
fied in § 158.7 of this part shall apply to
Air Force information.

§ 158.11 Declassification consider-
ations.

(a) Technological developments;
widespread public knowledge of the
subject matter; changes in military
plans, operations, systems, or equip-
ment; changes in the foreign relations
or defense commitments of the United
States; and similar events may bear
upon the determination of whether in-
formation should be declassified. If the
responsible DoD reviewer decides that,
in view of such circumstances, the pub-
lic disclosure of the information being
reviewed no longer would result in
damage to the national security, the
information shall be declassified.

(b) The following are examples of
considerations that may be appropriate
in deciding whether information in the
categories listed in §§ 158.7 through
158.10 may be declassified when it is re-
viewed:

(1) The information no longer pro-
vides the United States a scientific, en-
gineering, technical, operational, intel-
ligence, strategic, or tactical advan-
tage over other nations.
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